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processing of personal data; where the purposes and means of such processing are
determined by Union or Member State law, the controller or the specific criteria for
its nomination may be provided for by Union or Member State law.

Data subject – any living individual who is the subject of personal data held by an
organization.

Processing – any operation or set of operations which is performed on personal
data or on sets of personal data, whether or not by automated means, such as
collection, recording, organization, structuring, storage, adaptation or alteration,
retrieval, consultation, use, disclosure by transmission, dissemination or otherwise
making available, alignment or combination, restriction, erasure or destruction.

Profiling – is any form of automated processing of personal data intended to
evaluate certain personal aspects relating to a natural person, or to analyze or
predict that person’s performance at work, economic situation, location, health,
personal preferences, reliability, or behavior. This definition is linked to the right of
the data subject to object to profiling and a right to be informed about the
existence of profiling, of measures based on profiling and the envisaged effects of
profiling on the individual.

Personal data breach – a breach of security leading to the accidental, or unlawful,
destruction, loss, alteration, unauthorized a桄io f
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http://www.alaska.edu/files/oit/services/UASystemSecurityGuidelines.pdf


https://drive.google.com/open?id=1sRZMfU5VmBHmA_Y49gl1jaU1eAXVYVHhyYaNOas3HDM
https://uaf.edu/chancellor/files/policies/Policy-04-07-010_Required-Training_4-23-2018.pdf


https://drive.google.com/open?id=1GlFYqHFgzIcCnxdKIIZfM2CN7z7BQzG7fxLhM5Nlt78


http://alaska.edu/records/records/shred/
https://drive.google.com/open?id=1sRZMfU5VmBHmA_Y49gl1jaU1eAXVYVHhyYaNOas3HDM
http://alaska.edu/files/oit/services/InformationSecurityIncidentBreachHandlingProcedure.pdf
http://alaska.edu/records/records/rds/
http://alaska.edu/records/records/rds/
http://alaska.edu/records/records/rds/




https://drive.google.com/open?id=1sRZMfU5VmBHmA_Y49gl1jaU1eAXVYVHhyYaNOas3HDM


/files/oit/Statement_of_Understanding_and_Agreement_OIT.pdf
http://alaska.edu/files/oit/services/UASystemSecurityGuidelines.pdf
http://alaska.edu/oit/services/account-management/forms/formAccountRequestChangeForm.pdf
/records/forms/Records-Transfer-Form-Template-1-Transfer-to-Records-Office.pdf
/records/forms/Records-Transfer-Form-Template-1-Transfer-to-Records-Office.pdf
/records/records/rds/admin-info/index.php
/records/records/rds/admin-info/index.php
/records/records/shred/RecDestructCertificate.pdf
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8.

/bor/policy-regulations/chapter-02-07-information-resources.php#P02.07.060
https://iam.alaska.edu/trac/wiki/IamUaArp
https://iam.alaska.edu/trac/wiki/IamUaArp
http://alaska.edu/records/records/rds/
http://alaska.edu/records/records/rds/
http://alaska.edu/records/records/shred/
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10. Information asset register/data inventory

10.1 The University of Alaska has established a data inventory and data flow process as
part of its approach to address risks and opportunities throughout its GDPR
compliance project. the University of Alaska’s data classification standard and data
flow determines:
● business processes that use personal data;
● source of personal data;
▪ volume of data subjects;
▪ description of each item of personal data;
▪ processing activity;
▪ maintains the inventory of data categories of personal data processed;
▪ documents the purpose(s) for which each category of personal data is used;
▪ recipients, and potential recipients, of the personal data;
▪ the role of the the University of Alaska throughout the data flow;
▪ key systems and repositories;
▪ any data transfers; and
▪ all retention and disposal requirements.

10.2 The University of Alaska is aware of any risks associated with the processing of
particular types of personal data.
10.2.1 the University of Alaska assesses the level of risk to individuals associated

with the processing of their personal data.
10.2.2 the University of Alaska shall manage any risks identified by the risk

assessment in order to reduce the likelihood of a non-conformance with
this policy.

10.2.3 Where a type of processing, in particular using new technologies and
taking into account the nature, scope, context and purposes of the
processing is likely to result in �䨀 r ng ich each c �䨀 r ng issessm o of ,processinl崀xt likntexs 10.2.2l d Alaska shall manage is c ris rrse i i sessm o articular
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/records/records/dataclass/data_class_std.pdf
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Document Owner and Approval

The Data Protection Officer is the owner of this document and is responsible for
ensuring that this policy document is reviewed in line with the review requirements
stated above.

A current version of this document is available to all members of staff on the
www.alaska.edu/records.

University of
Alaska

https://alaska.edu/records/compliance/gdpr/index.xml

